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  These files disclose my email and phone contact from 5/8/23 to 5/30/23 with Honolulu Mayor Blangiardi. After 
providing a detailed explanation that included numerous documented incidents proving misconduct by Honolulu police 
officers I requested his intervention.  I explained the impact each day that passes with proper law enforcement action has 
for me. 
 
  I have not received a reply as of this posting.
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Re: Honolulu.gov Meeting Request

Joshua Nine <joshua1nine@lionofjudah808.live>
Tue 5/30/2023 7:56 AM

To:Mayor Rick Blangiardi <mayor@honolulu.gov>

5 attachments (2 MB)

Advance Notice.pdf; Facebook.pdf; Limitations Ignored.pdf; No Jurisdiction.pdf; Page 83.pdf;

Aloha, Mayor Blangiardi…

Thank you for your timely reply.  Thank you for not ignoring me as others have done.  Based on your limited reply and referral
back to HPD in response to the detailed information I offered apparently HPD’s reply outweighs the request I made for your
intervention.  I understand the HPD spokesperson told you they referred me to the FBI since they were unable to conduct
forensic analysis of my devices because I did not surrender them. Unfortunately whomever you spoke to was not forthright and
truthful.  I experienced similar acts of omission and false claims many times during my interaction with HPD/CID.  The reply you
received was carefully crafted to appear as if I was not compliant, I was at fault, and after all this occurred I was referred to the
FBI.  All that HPD states is false.  As I detailed in my first email, HPD/CID devised a scheme to permanently void all the cyber
crime cases I filed from 2016 through 2022 to avoid referring any to the FBI and closing their books on my cases without a
single thorough investigation.  

This truth is proven in entries at my cyber crime evidence site I noted previously:  

https://bit.ly/3LElNLX

  Entries posted in my site provide evidence that proves what I convey to you is factual and what HPD states is not.  I attached
four .pdf files that disprove HPD’s deceitful reply to you.  Other lies and acts of omission intended to stay hidden are revealed. 

Referral to the FBI

  The last HPD officer I interacted with, Det. Thomas Iinuma, did not refer me to the FBI at the conclusion of our involvement as
was claimed.  He cannot produce proof to validate his claim that match the timeline.  Truth be told, long before he permanently
closed my cyber crime cases Det. Iinuma at HPD tried to coerce me into contacting the FBI on my own instead of referring my
litany of cyber crime cases to the federal agency formally as an agency-to-agency support request.  At that time I reminded Det.
Iinuma of what he already knew; there is a vast difference in FBI responsiveness to an investigation request from a civilian as
opposed to a formal interagency /HPD-to-FBI support request.  The attachment titled “Page 83” shows my notice.  Det. Iinuma
remained silent and never commented until he notified me he closed my cases with no mention of the FBI.  During our 13-week
interaction I asked Det. Iinuma six times to refer my criminal cases to the FBI because of their volume, length, age, and
complexity.  Six times he refused to answer me.    

  Again, Det. Iinuma knew all along his direct law enforcement agency input to the FBI generated a higher level of obligation and
timely responsiveness than I would as a civilian (which at the time I told him this verbatim). Yet he ignored me.

  What the HPD spokesperson also did not explain was the negative interaction Det. Iinuma planned with the FBI about my
cases two months after he permanently closed them. He blocked me, the victim, from involvement.  Details are at
https://bit.ly/3LElNLX  go to  “4 HPD Closed Ongoing Investigation”.   

Devices Not Surrendered

  The HPD spokesperson claimed I did not surrender my devices. He/she failed to divulge Det. Iinuma was unavailable on the
day and time he set to deliver my device.  The spokesperson kept hidden that Det. Iinuma gave me notice on a Friday to
deliver my one/only operable computer partially disabled after multiple cyber attacks the next Monday which would leave me
with no computer.  Det. Iinuma ignored my email input stating I needed more time to have a new computer configured
for security.  I reminded Det. Iinuma of the emails and showed him what I sent that explained the latitude I needed because of
the constant cyber attacks.  Please read the attachment titled “Limitations Ignored”.  

  I should have been allowed sufficient time to bring a replacement device online securely.  Det. Iinuma choosing to
ignore the limitations imposed on me does not make me non-compliant.  Det. Iinuma acted as if I had said nothing.  From the
beginning of our interaction I informed Det. Iinuma over and over again about my forced limitations. I attached one example
titled “Advance Notice” I sent to Det. Iinuma three weeks before he closed my cases.  

  Considering the fact HPD left every one of my cyber crime cases unattended for nearly 7 years, and Det. Iinuma did not
perform any thorough case investigations while directly involved with me for 13 weeks, there was absolutely no reason for the
rush he imposed other than to hurry to close my cases as fast as possible intending to hide the corruption that occurred.  For
other devices not surrendered, Det. Iinuma had no grounds to demand a pair of hacked encrypted cellphones I purchased from

https://bit.ly/3LElNLX
https://bit.ly/3LElNLX
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a Canadian vendor. In his own writing he admitted he had no international jurisdiction, he had no investigative authority, a fact
known when he claimed I was uncooperative. 

  Again, I respectfully ask that you intervene.  Directing me back to the agency that harmed me only offers me more of the
victimization I’ve already received.  Everything I’ve explained here HPD knew when they gave you their misleading reply. 
Considering the effort and amount of time my attackers have invested in retribution and causing damage, without question all
who are concerned in law enforcement are read in on this as well as my attackers who read all my email traffic.

  As I explained in my first email, none of my cases were thoroughly investigated.  Most were completely ignored.  As an
example, I attached one of the few cyber crime cases I filed that had a “thorough investigation”.  The attached file titled
“Facebook” shows the investigation results from one case involving the takedown of my Facebook cyber crime evidence site
and my response to the findings and conclusions.  No action was taken after I identified the flawed reasoning given for my site
disappearing along with the evidence I posted.  My site remains hidden awaiting law enforcement coordination to remove the
malicious redirection HPD identified but refused to act to correct.  

  The negative events I’ve explained are a minimal amount of what I’ve been subjected to as a direct result of HPD’s
negligence.  I only address the end of our interaction as HPD referenced.  Whoever responded to you knew what I have
exposed occurred when they gave you their misleading reply.  Directing me alone back to the agency that harmed me only
offers me more of the victimization I’ve already received.  I continue to receive cyber attacks.  My need for relief is more dire and
more urgent than I expressed in my prior correspondence.  

  Each day that passes with proper law enforcement action results in money and time lost for me. I cannot buy, sell, or trade
online without interference.  I am attacked and blocked when I attempt posting on social media.  Again, I respectfully ask that
you intervene.  I ask for accountability for what I’ve exposed to you.  Please task your police chief to have the 10 actions listed
in my previous email accomplished and have the previous restrictions imposed by Det. Iinuma removed.  I respectfully request a
timely response as before.  Thank you for your valuable time.  I await your reply.  

Respectfully,

Ricardo Finney
Kapolei, Hawaii

From: Mayor Rick Blangiardi <mayor@honolulu.gov>
Sent: Thursday, May 25, 2023 10:25 AM
To: Joshua Nine <joshua1nine@lionofjudah808.live>
Subject: RE: Honolulu.gov Meeting Request

Good Morning,
 
We thank you for your email. 
 
We have reached out to HPD for more information and understand that they referred you to the
FBI since they were not able to conduct forensic analysis of the devices as they were not
surrendered. 
 
If you would like to file a complaint with HPD, below is a link to their site with instructions on how
you may file one.
 
https://www.honolulupd.org/complaints-against-hpd-employees/
 
Thank you,
 

Office of Mayor Rick Blangiardi
 
City and County of Honolulu

Direct: (808) 768-4141 | mayor@honolulu.gov
 
 
 

https://www.honolulupd.org/complaints-against-hpd-employees/
mailto:mayor@honolulu.gov
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From: Joshua Nine <joshua1nine@lionofjudah808.live>
Sent: Thursday, May 25, 2023 9:49 AM
To: Mayor Rick Blangiardi <mayor@honolulu.gov>
Subject: Re: Honolulu.gov Meeting Request
 
CAUTION:   Email received from an EXTERNAL sender.   Please confirm the content is safe prior to opening
attachments or links.
 
Aloha, Mayor Blangiarni…
 
  More than two weeks have passed since made contact with an urgent request to intervene in response to HPD misconduct
and negligence.  I have not received your reply indicating if you will act or not.  In the interim since my last contact (attached)
cyber criminals have infected or disabled more of my phones and computers.  I was illegally tracked to the TMobile store in
Kapolei where they disabled my cellular iPad.  All this was done attempting to keep hidden what has happened to me and why. 
 
 
  Please advise by 5 p.m. tomorrow, May 26, 2023 if you will intervene and provide the relief I urgently need, or not.  Thank you
for your time.
 
Respectfully,,
 
Ricardo Finney
Kapolei, Hawaii
 

From: Mayor Rick Blangiardi <mayor@honolulu.gov>
Sent: Wednesday, May 10, 2023 7:24 AM
To: Joshua Nine <joshua1nine@lionofjudah808.live>
Subject: RE: Honolulu.gov Meeting Request
 
Good Morning,
 
Confirming receipt of your attachment.  It will be forwarded for consideration.
 
Thank you,
 

Office of Mayor Rick Blangiardi
City and County of Honolulu
Direct: (808) 768-4207 | cproctor@honolulu.gov

 
 
 
 
From: Joshua Nine <joshua1nine@lionofjudah808.live>
Sent: Monday, May 8, 2023 2:14 PM
To: Mayor Rick Blangiardi <mayor@honolulu.gov>
Subject: Re: Honolulu.gov Meeting Request
 
CAUTION:   Email received from an EXTERNAL sender.   Please confirm the content is safe prior to opening
attachments or links.

mailto:mayor@honolulu.gov
mailto:joshua1nine@lionofjudah808.live
mailto:cproctor@honolulu.gov
mailto:joshua1nine@lionofjudah808.live
mailto:mayor@honolulu.gov
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Aloha,
  
  Thank you for your reply.  My input is attached.  Please confirm receipt.
 
Mahalo,
 
Ricardo

From: Mayor Rick Blangiardi <mayor@honolulu.gov>
Sent: Monday, May 8, 2023 10:35 AM
To: Joshua Nine <joshua1nine@lionofjudah808.live>
Subject: RE: Honolulu.gov Meeting Request
 
Good Morning Mr. Finney,
 
We are in receipt of your request but unfortunately, did not receive the noted pdf.  Would you
please attach it in reply to this email for our review?
 
Thank you,
 

Office of Mayor Rick Blangiardi
City and County of Honolulu
Direct: (808) 768-4207 | cproctor@honolulu.gov

 
 
 
 
From: Ricardo Finney <joshua1nine@lionofjudah808.live>
Sent: Monday, May 8, 2023 10:15 AM
To: Mayor Rick Blangiardi <mayor@honolulu.gov>
Subject: Honolulu.gov Meeting Request
 
CAUTION:   Email received from an EXTERNAL sender.   Please confirm the content is safe prior to opening
attachments or links.
 

Request Type Meeting Request

Prefix Mr.

First Name Ricardo

Last Name Finney

Method of
Contact

Email Address

Contact Email joshua1nine@lionofjudah808.live

Contact Mailing 92-1206 Hookeha Place

mailto:mayor@honolulu.gov
mailto:joshua1nine@lionofjudah808.live
mailto:cproctor@honolulu.gov
mailto:joshua1nine@lionofjudah808.live
mailto:mayor@honolulu.gov
mailto:joshua1nine@lionofjudah808.live
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Address

City Kapolei

State Hawaii

Zipcode 96707

Current Location Oahu

Type of Meeting Group

Length of Meeting 60

Meeting Purpose Request For Intervention

Discussion Points HPD Misconduct with no chance of resolution between myself and HPD without
intervention. Details attached as a .pdf file

Attendee Names Mr. Ricardo Finney

 
** Email was generated from: https://www8.honolulu.gov/mayor/media-inquiry/

https://www8.honolulu.gov/mayor/contact-the-mayor/
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Re: Honolulu.gov Meeting Request

Joshua Nine <joshua1nine@lionofjudah808.live>
Tue 5/9/2023 7:04 AM

To:Mayor Rick Blangiardi <mayor@honolulu.gov>
Aloha,

  I have a follow-on issue to add to my submission.  HPD/CID colluded with the FBI to ensure successful cyber attacks on my
Virtual Private Network (VPN) software were never investigated.  VPN software designed to defeat illegal surveillance allows me
to become invisible to my attackers, disappearing online somewhere in the world.  However, HPD has always allowed my VPN
software to stay disabled so I can be found online and stalked every time I log in.  HPD ignored reports I filed displaying the
results of cyber attacks that disabled my VPN software.  HPD ignored an email from a VPN software vendor validating the
software they manufactured and my computer had been compromised.  HPD claimed conflicts occurred due to multiple VPN
programs running at the same time.  My evidence proved only one program at a time operating was attacked and disabled. 
HPD did not investigate this proof. 

  Please go here for evidence to support my claims:

https://bit.ly/3LElNLX  Go to Links/Scroll down to VPN 1 through VPN 5. 
                                    HPD took no investigative action.

VPN 1:  Three different VPN servers operated independently of each other to prevent conflicts failed to function in three different
computers. My Verizon hotspot was hacked to gain access to my laptop to disable the VPN programs in my mobile laptop. 

VPN 2:  VPN programs my technician uploaded to a thumb drive would not install in my laptop.  Cyber criminals infiltrated my
laptop and installed a block to prevent my laptop from accepting VPN or other software uploads.  My technician did not install a
block to cancel software he just installed.

VPN 3:  One of the most detailed reports I filed following the most damage, a severe price I paid for hacked VPN software is
explained.  A computer that was compromised within minutes of its new operating system being activated, firewalls remotely
disabled to shut down computers, Man-In-The-Middle attacks that read my email, and stalking to block my access to selected
websites.  At the time this report was filed I had 6 computers, 4 cellphones, 4 iPads, and 6 Chromebooks all compromised to
different degrees.

VPN 4:  My cyber crime submission shows the results of the malicious changes cyber criminals installed that disabled the VPN
in my Apple laptop.  Steps added to the installation process combined with a password known only by the hackers totally
disabled my VPN program in my Mac. Cyber criminals disabled the network adapters in my PC.  

VPN 5: Screen shots showing compromises in action, intrusion warnings recorded by network security software, a computer
technician’s validation hacking occurred, all resulting in a complete and extended shutdown of my network.

  Please go to https://bit.ly/3LElNLX 

  Please go to Ignored Cyber Attacks A and Ignored Cyber Attacks B to view lists of other intrusions HPD failed to throughly
investigate.
 
  Since I could not force law enforcement intervention, I have had no option other than to spend thousand of dollars in security
costs to remain online, yet I’m still stalked.  Too many of these incidents happened too often to be attributed to “computer
glitches” or “normal problems” as has been claimed by HPD.

 Even when I infrequently have have operable mobile VPN program I cannot be certain I am hidden online as the SIM card in
my mobile hotspot can be targeted and compromised by my attackers.  

  Det. Iinuma of HPD identified a “person of interest” suspected to be responsible for the stalking, cyber attacks, illegal phone
surveillance, and targeted infiltration into my network and devices.  I was told this individual is someone close to me.  As that
person is suspected of attacking my VPN software I ask he or she be identified to me for my protection and referred to the FBI
for criminal investigation.  

  Additionally, I’d like to add my computer technician, Mr. Laine Kohama, as a meeting attendee.  

Mahalo,

Ricardo Finney

https://bit.ly/3LElNLX
https://bit.ly/3LElNLX
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From: Joshua Nine <joshua1nine@lionofjudah808.live>
Sent: Monday, May 8, 2023 2:13 PM
To: Mayor Rick Blangiardi <mayor@honolulu.gov>
Subject: Re: Honolulu.gov Meeting Request

Aloha,
  
  Thank you for your reply.  My input is attached.  Please confirm receipt.

Mahalo,

Ricardo

From: Mayor Rick Blangiardi <mayor@honolulu.gov>
Sent: Monday, May 8, 2023 10:35 AM
To: Joshua Nine <joshua1nine@lionofjudah808.live>
Subject: RE: Honolulu.gov Meeting Request

Good Morning Mr. Finney,
 
We are in receipt of your request but unfortunately, did not receive the noted pdf.  Would you
please attach it in reply to this email for our review?
 
Thank you,
 

Office of Mayor Rick Blangiardi
City and County of Honolulu
Direct: (808) 768-4207 | cproctor@honolulu.gov

 
 
 
 
From: Ricardo Finney <joshua1nine@lionofjudah808.live>
Sent: Monday, May 8, 2023 10:15 AM
To: Mayor Rick Blangiardi <mayor@honolulu.gov>
Subject: Honolulu.gov Meeting Request
 
CAUTION:   Email received from an EXTERNAL sender.   Please confirm the content is safe prior to opening
attachments or links.
 

Request Type Meeting Request

Prefix Mr.

First Name Ricardo

Last Name Finney

Method of
Contact

Email Address

mailto:cproctor@honolulu.gov
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Contact Email joshua1nine@lionofjudah808.live

Contact Mailing
Address

92-1206 Hookeha Place

City Kapolei

State Hawaii

Zipcode 96707

Current Location Oahu

Type of Meeting Group

Length of Meeting 60

Meeting Purpose Request For Intervention

Discussion Points HPD Misconduct with no chance of resolution between myself and HPD without
intervention. Details attached as a .pdf file

Attendee Names Mr. Ricardo Finney

 
** Email was generated from: https://www8.honolulu.gov/mayor/media-inquiry/

mailto:joshua1nine@lionofjudah808.live
https://www8.honolulu.gov/mayor/contact-the-mayor/


Aloha, Mayor...

  This correspondence is from Mr. Ricardo A. Finney, a resident of Kapolei.  I am a 
disabled US Air Force veteran, a targeted federal whistle blower, and a cyber crime 
victim suffering retaliation.  I ask for your intervention and action to address official 
misconduct and violation of my civil rights by officers in the Honolulu Police Department 
Criminal Investigations Division (HPD/CID) who have worked to keep the cyber crimes 
and the whistle blowing matter hidden and silent.  Based on historical inaction and 
collusion, I will not receive the timely and complete relief I need from HPD/CID’s harmful 
decisions by going to the Honolulu City Prosecutor’s Office, the HPD Police Chief, or 
any review agency within HPD for help.  In response to repeated nation-state level 
cyber attacks against me in retaliation for the federal whistle blowing, I’ve submitted 
over 40 cyber crime victim statements and letters and dozens of emails from 2016 
through 2022 to no avail.  Every submission has been given a cursory look if any at all.  
The vast majority of my cases received zero attention. Officers in the HPD/CID devised 
a scheme to void all the cyber crime cases I filed from to avoid referring any to the FBI 
and closed their books on my cases without a single thorough investigation. 

  HPD closed all my cybercrime cases based on my “unwillingness to cooperate stating I 
was unwilling to deliver various devices for a forensic inspection and “safekeeping”. The 
determination to close all my cases was not based on an honest, forthright, unbiased 
assessment of my cybercrime cases centered on facts, truth, and reality.  Instead, 
through deceit, intentional misdirection, witness intimidation, and various tricks, tactics, 
and ploys to include twisting information and committing acts of omission, HPD/CID 
misled me the entire 13 weeks we interacted.  As was the case with the officers who 
came before him, Det. Iinuma did nothing to resolve any of my 30+ cybercrime case on 
file.  However, this time I was led me on a pre-planned hamster wheel of ever-
increasing administrative tasks with most of them being impossible to resolve yet 
required, none which were true case investigations. Det. Iinuma considered six years of 
demanded paperwork more relevant than putting effort into investigating my case while I 
continued to receive cyber attacks. Saying I was uncooperative fits the narrative no 
different than the witness intimidation used to end confirmation from another whistle 
blower that my claims are valid, mutual, and should be referred to the FBI.

  Det. Iinuma closed all my cases permanently to keep the deceit hidden and not refer 
my crime cases to the FBI.   Approximately two months later Det. Iinuma addressed my 
cases as if they were still open but blocked my timely involvement.  Det. Iinuma 
addressed them to my computer technician as if they were still active but denied my 
tech’s query asking for me, the victim, to attend the planned interview.  The rejection 
kept my October 2022 removal status hidden.  When he made his 12/2022 statements 
about investigating my cases Det. Iinuma knew he had already closed them 
permanently constantly ignoring my repeated requests to formally refer my cases to the 
FBI.  Det. Iinuma’s conflicting actions bear witness to the misrepresentation that 
occurred.  In response I asked Mr. Kohama to decline so we could interact later with 
honest federal agents offline from HPD/CID’s negative influence.  



  Regardless of HPD’s ill intent against me and the resulting interview cancellation, Mr. 
Kohama’s cyber attack validation letters and images and the litany of evidence in my 
cyber crime reports prove my devices and software have been hacked/compromised by 
cyber criminals.  Detailed evidence proving what I claim is true is here:

https://bit.ly/3LElNLX           https://bit.ly/cyberattacksupdate1     

https://bit.ly/808cyberattacks             https://bitl.ly/cybercrime808

  Overall, the cyber attacks I continue received have come at great personal and 
professional cost to me.  The cyber criminals destroyed my computer-based commercial 
photography business and my wife’s online cosmetic supply standup years ago.  They 
continue to block my privacy software.  The cyber criminals have blocked me from 
buying and selling on platforms eBay and craigslist.com.  These actions stop me from 
generating income.  We have stayed financially solvent by taking out four home equity 
loans since the hacking started.  I’ve been able to stay online only by having my hacked 
computers repaired over and over and over again and by purchasing upgraded network 
protection at major effort and expense. 

  Cyber criminals selectively block emails I try to send to the media, cyber security 
agencies, and other support organizations.  Cyber attacks block me from posting on 
Twitter and Facebook.  The attacks, illegal on and offline surveillance, and the cell 
phone wiretapping has gone on for nearly seven years with nothing lawfully done to 
stop it.  In the interim I have incurred millions of dollars in personal and professional 
losses and more importantly, time lost I will never regain.  The cyber criminals are trying 
to erase my online presence so the corruption does not get exposed.

  Based on the sheer volume of cases I’ve documented and submitted over the years, it 
is  illogical to consider every submission I’ve made to be “normal operating procedure” 
or “a glitch as claimed by HPD/CID. There are dozens of my cases with no action taken.  
As an example, a malicious redirect hides my authentic Facebook cyber crime evidence 
website.  A simple fix that HPD refused to act so the site does not become active and 
visible again.  Through coordination with their security division, Facebook will restore 
the site.  Even while clearly understanding how and why my evidence site was 
compromised and the way to restore it, Det. Iinuma refused to contact Facebook.

  I continue to receive cyber attacks against my computers, tablets, and cell phones in 
retaliation for the whistle blowing.  I continue to be stalked on and offline.  I respectfully 
request you rescind the previous direction stated by Det. Iinuma in his closing 
comments to me and task HPD to perform these 10 actions:

  1.  Act immediately to protect me from the 24/7 365 cyber attacks.

  2.  Send a formal law enforcement support request to the FBI where necessary.

  3.  Act immediately to protect me from the off and online surveillance and stalking on 

https://bit.ly/3LElNLX
https://bit.ly/cyberattacksupdate1
https://bit.ly/808cyberattacks
https://bitl.ly/cybercrime808


my cell phones, at the Apple Store, and at other locations when I travel.

  4.  Disclose the individual identified by Det. Iinuma as a cyber crime “person of 
interest” related to my cases.

  5.  Not delivering my compromised computer for inspection was claimed as a reason I 
was uncooperative.  Define why my cyber crime cases were closed because of my lack 
of cooperation after I explained I needed more time to have a new computer configured 
for security. 

  6.  Explain how I was uncooperative by not delivering my hacked encrypted cellphone 
purchased from Canada after Det. Iinuma admitted he had no international jurisdiction 
over my cellphone.

  7.  Explain why two months after my cases were permanently closed and 
communication with me stopped, my cases were addressed to my computer technician 
and three federal cyber crime officers with me, the victim being blocked from 
involvement.     

  8.  Reopen a list of cyber crime cases I will provide, actually throughly investigate 
them, and take the appropriate action to include case referrals to the FBI.

  9.  Interact with Facebook Security to have my Facebook cyber crime evidence page 
restored.

  10.  Explain why I was referred to the HawaiiCares mental health organization under 
the guise  of being a cyber attack assistance agency as identified by Det. Iinuma.

  From illegal cell phone wiretapping, to email infiltration, to computer destruction, my 
right to privacy, free speech, and to earn a living continue being violated nearing year 7.  
Please help me and my family now.  My need is dire and extremely urgent.  Thank you 
for your time, Mayor.  Standing by for your contact and assistance. 

If you attempt to contact me by phone or email and don’t get my reply the 
attackers are blocking us from from connecting to inhibit our interaction. If 
you don’t receive my electronic or verbal reply, please contact me at my 
mailing address with a day and time to come in for an interview. Thank you 
for your valuable time and interest. 










