
  Cyber criminals hijacked and redirected my populated Facebook evidence site to a site with no 
content.   This cybercrime was perpetrated to hide proof I posted in my original site.  My 
original site remains hidden after it was pointed to a second redirect as I detailed in this 
diagram I provided to HPD Cyber Crime Chief Officer Andrew Maddock Lt Maddock.  Lt. 
Maddock falsely identified the redirected address as valid and determined there was no 
problem.  
  
  In all my cyber cases solid evidence was ignored.  There was always a reason why what I 
presented was not a compromise, regardless of the event evidence and what occurred.  All 

replies given by HPD were always vague, superficial, or non-committal.  This one is an 
exception because detailed comments were given, albeit all are false and misleading.    



Re: HPD Report 22-154047 Referred From Officer Lamug 

Raineer 44 < raineer44@lionofjudah808.live> 
Mon 5/9/2022 9:45 AM 

To: Maddock, Andrew R. <amaddock@honolulu.gov> 

Aloha, Lt Maddock ... 

Ref your 4/29/22 comment "Facebook has always assigned their user account using the format with a 
dot like https://www.facebook.com/rick.finney.142. Your explanation to me stating all Facebook 
addresses require dots is wrong. No where in the documentation Facebook posts is there evidence 
to support what you told me. Furthermore, Facebook addresses commonly used prove this: 

https://www.facebook.com/lapdhq 
https://www.facebook.com/SFPD 
https:/ /www.facebook.com/M ayoCI i n icH eai thSystem 
https://www.facebook.com/Lakers 
https://www.facebook.com/NASA 
https:/ /www.facebook.com/create/livehel p 

All ofthese Facebook addresses and untold numbers more are functional without dots included. My 
original Facebook address that did not contain periods is no exception. I don't know if the 
explanation provided was because the HPD website includes a dot and the assumption was that all 
Facebook addresses did, or if I was told that just to discount what I presented. Regardless, as I 
explained in 4/29/22 response, my Facebook cyber crime site remains illegally redirected to hide the 
evidence inside. Apparently, the criminals gained access ~sing the process you identified. My 
requests to investigate the illegal takedown of my Facebook cyber crime site continue to be ignored. 

Concerning the incidents I encountered while at https://www.thepostemail.com. your reply 
attributed everything I encountered to "a misconfigured modem or firewall". There was no 
acknowledgment of an event that could not possibly be caused by anything other than hacking, that 
being the video I captured and provided on a thumb drive showing the Post & Email Facebook page 
changing like a movie. If accessing my thumb drives to view the videos is a concern using your virtual 
computer eliminates risk. 

There was no acknowlegment ofthe video I captured and provided on a thumb drive proving the 
intrusion into my Windows PC that caused my Standard and Admin accounts to be active at the same 
time. This is an event which is impossible to achieve from the user end as it is impossible to log into 
both accounts at the same time. This event cannot be attributed to anything else but hacking yet it is 
ignored as if it never happened. 

The claim the Verizon call log I submitted is considered normal has no more merit than stating 
Facebook addresses have always assigned user accounts with a dot. The call log reveal each phone 
number for every text, call, email, and fax I attempted to send was blocked from being delivered. 
Calls and texts I made attempting to reach Anna adom don't appear even though I saved screen 
shots proving the tries were made. During the period in question not one of fourteen texts, calls, 
em ails, or fax I sent from my cell phone to media, cyber security firms, and other agencies were 
answered. An additional 12 emails I have sent to media, cyber security firms, and other agencies 
using three different email addresses remain unanswered . I submit they are being blocked to 
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prevent communication. 

I explained the denial problem was not limited to emails I send. I provided the contact information 

for Tyler at the security firm Fortinet to verify he sent emails to me about cyber attack security 

support which I never received. This is a witness who can prove what I claim is true. Again, my 

request to contact him was ignored as if I never made the reference. 

It is wrong to ignore my redirected Facebook cyber crime evidence site, the scrolling Post & Email 

Facebook site, the Standard and Admin accounts in my PC operating simultaneously, the litany of 

emailsl'vesentwith zero replies. I asked if incidents such as these are not hacking. Idid not receive 

a reply, yet repeately, I am only given reasons why there are no problems instead of investigating 

obvious illegal intrusions. I ask again for intervention without further delay. 

Respectfully, 

Ricardo Finney 

From: Maddock, Andrew R. <amaddock@honolulu.gov> 

Sent: Friday, April 29, 2022 12:03 PM 

To: Raineer 44 <raineer44@lionofjudah808.live> 

Subject: RE : HPD Report 22-154047 Referred From Officer Lamug 

Hi Ricardo, 
I'm able to view your Facebook page here without any problems. Facebook has always assigned their user 

account using the form at with a dot like httfJs)!www.facebook.com/rick.finney.142. If the address: 

httRS:/./www.facebook.com/rickfinney142 worked for you before then Facebook was most likely creating 
an alias back to the site with the dots in t he name. You shouldn't be putting your phone number, address or 
email on Facebook directly because criminals will use that information to steal your identity. Sites like 
IPLogger.org are not reliable and cannot be used to determine IP routing. It is normal for Facebook to route 
traffic through multiple servers around the world for load ba lanCing and for someone to hack your site on 
Facebook they would need to have control of Facebook servers which would be highly unlikely. I'm able to 

access the site: httRS://www.theRostemail.com without any problems so you access problem could be due 
to a misconfigured modem or firewall. The site lists a phone number: 203-987-7948 which you can call to 
verify if they are receiving your emails. Many of your problems appear to come from over complicating your 
environment by having a firewall and additional software such as Anti-virus and VPN all running at the same 
time. These combinations can conflict with each other and cause problems. You can't just assume that a 
connectivity problem is a cyber-crime or when someone doesn't respond to an email that you sent. If the 
email is not returned to you then it was sent to the address that you entered, otherwise the server would kick 
it back. 

Lieutenant Andrew Maddock 
Honolulu Police Department 
Criminal Investigations 
Cyber Crimes, Digital Computer Forensics and Crime Analysis 

808-723-3586 

From: Raineer 44 <raineer44@lionofjudah808.live> 
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