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about:blank 4/19

From: Iinuma, Thomas S <tiinuma@honolulu.gov>
Sent: Thursday, August 11, 2022 11:00 AM
To: Nikon <Nikon@precisionphotography.live>
Subject: RE: Please Advise

 

“As I mentioned, Lt. Maddock agrees to examine one (1) of your hacked/compromised devices. If it shows that the device is not
hacked/compromised, our office will not investigate any of your future devices for examination or any cyber-related police
reports. I will leave it up to you which device you want us to examine.”

 

From: Nikon <Nikon@precisionphotography.live>
Sent: Thursday, August 11, 2022 10:18 PM
To: Iinuma, Thomas S <tiinuma@honolulu.gov>
Subject: Re: Please Advise

 

Mr. Finney’s response:

 

 “As noted in my prior email, I decline the all-or-none decision.”

 

 

This is my 2nd official notice of a request to Mr. Finney, dated
Wednesday, October 5, 2022. I am requesting your full
cooperation for a successful investigation and prosecution of
your cases. 
 

 

You have until this Thursday, October 6, 2022, at 4:30 pm (Hawaii Standard Time) to provide me with one of the following
documents to continue investigating your cases. I will eventually need all of the mentioned documents shortly thereafter. If I
don't receive this document, all of your cases will be CLOSED due to Mr. Finney's unwillingness to cooperate with this
investigator. This is non-negotiable, and no exceptions.

 

 

URGENT: Requested documents for this investigation into Mr. Finney’s case:

 

1. Official letter from Express VPN confirming that cybercriminals hacked your devices, Express VPN is 100% certain,
addressed to Detective Iinuma. And based on Express VPN Representative’s training and experience, Mr. Finney's
devices are the results of direct targeting by cybercriminals and are not caused by user errors or software problems.
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The list that follows was required by HPD Detective Iinuma before he would proceed with a "thorough" cyber crime investigation.  The list is ridiculous. With the exception of securing information from my readily accessible local computer technician, the tasks Det. Iinuma 
required were impossible to complete.  Even if they could be accomplished securing the 
required information would take weeks to compile, and would have to be done while cyber 
attacks against me continued with no law enforcement intervention.  The entire endeavor 
was a waste of time as Det. Iinuma and his colleagues had my demise planned regardless 
of how much effort I invested in attempting to meet his deceitful requirements.
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A litany of other ploys, devious tactics, and misconduct are documented at https://bit.ly/3LElNLX
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Express VPN will need to state that the virus/malware was not caused by clicking on a suspicious link or downloading
suspicious attachments.

 

2. An official letterhead from GigaIsland Mr. Kohama stating that cybercriminals hacked your devices, Mr. Kohama is
100% certain, addressed to Detective Iinuma. And based on Mr. Kohama’s training and experience, Mr. Finney's devices
are the results of direct targeting by cybercriminals and are not caused by user errors or software problems. Mr. Kohama
will need to state that the virus/malware was not caused by clicking on a suspicious link or downloading suspicious
attachments.

 

3. An official letter from Apple stating that cybercriminals hacked your devices, Apple is 100% certain, addressed to
Detective Iinuma. And based on Apple Representative’s training and experience, Mr. Finney's devices are the results of
direct targeting by cybercriminals and are not caused by user errors or software problems. Apple will need to state that
the virus/malware was not caused by clicking on a suspicious link or downloading suspicious attachments.

 

4. An official HPD letterhead from the HPD personnel, addressed to Detective Iinuma, who validated Mr. Finney’s claim of
“proof of hacking”: “including acts that have been already validated by HPD as proof of hacking,” as stated by Mr.
Finney in his email to Detective Iinuma, dated September 27, 2022.

 

5. A letter from Mr. Attila Seress of Cylanta addressed to Detective Iinuma with his official company letterhead stating that
cybercriminals hacked Mr. Finney's devices with 100% certainty. And based on Mr. Seress's training and experience, Mr.
Finney's devices are the results of direct targeting by cybercriminals and are not caused by user errors or software
problems. Mr. Seress will need to state that the virus/malware was not caused by clicking on a suspicious link or
downloading suspicious attachments.

 

6. An official letter from Facebook stating that cybercriminals hacked your devices, Facebook is 100% certain, addressed
to Detective Iinuma. And based on Facebook Representative’s training and experience, Mr. Finney's devices are the
results of direct targeting by cybercriminals and are not caused by user errors or software problems. Facebook will need
to state that the virus/malware was not caused by clicking on a suspicious link or downloading suspicious attachments.

 

7. An official letter from Outlook stating that cybercriminals hacked your devices, Outlook is 100% certain, addressed to
Detective Iinuma. And based on Outlook Representative’s training and experience, Mr. Finney's devices are the results of
direct targeting by cybercriminals and are not caused by user errors or software problems. Outlook will need to state that
the virus/malware was not caused by clicking on a suspicious link or downloading suspicious attachments.

 

8. An official letter from Epoch Times stating that cybercriminals hacked your devices, Epoch Times is 100% certain,
addressed to Detective Iinuma. And based on Epoch Times Representative’s training and experience, Mr. Finney's
devices are the results of direct targeting by cybercriminals and are not caused by user errors or software problems.
Epoch Times will need to state that the virus/malware was not caused by clicking on a suspicious link or downloading
suspicious attachments.

 

 

*** I am still waiting for Mr. Arnold Phillips character reference letter. This will be in addition to the above documents***

 

Character reference letter of Mr. Finney from Attorney Arnold Phillips, addressed to Detective Iinuma.
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