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{Re: Unresolved Police Misconduct}

Joshua Nine <joshua1nine@lionofjudah808.live>
Fri 2/10/2023 2�30 PM

To: hawaiiag@hawaii.gov <hawaiiag@hawaii.gov>
Aloha,

  For the record I did not ask the Department of the Attorney General for legal or technical advice as referenced by your opening
statement and content.   A copy of the information I posted at your website on February 9, 2023 follows.  You will not find any
information related to a legal or technical query.  Instead, as a citizen of Hawaii I asked for intervention and protection because
of a lack of law enforcement action from the agency you referred me back to. 

Respectfully,

Ricardo Finney

*********************************************************

From:  Mr. Ricardo A. Finney 
             92-1206 Hookeha Place 
             Kapolei, HI 96707                             
             (808) 255-9701

    To:  Attorney General Anne E. Lopez
            425 Queen Street
            Honolulu, HI. 96813  

Aloha, 

   This correspondence is from Mr. Ricardo A. Finney, a resident of Kapolei, Hawaii.  I am a disabled US Air Force veteran, a
targeted federal whistle blower, and a cyber crime victim.  I contact you with a request for intervention and action in response to
official misconduct and violation of my civil rights by members of the Honolulu Police Department Criminal Investigation Division
(CID) who purposely ignored, then closed 36 cyber crime victim statements/reports I submitted since August 2016 to keep the
whistle blowing matter silent and to avoid a formal cyber crime referral to the FBI. 

  Based on historical inaction, I will not receive the timely action and complete relief I urgently need from HPD CID’s harmful
decisions by going to the Honolulu City Prosecutor’s Office, the HPD Police Chief, or any review agency within HPD for help.  In
response to repeated nation-state level cyber attacks against me in retaliation for the federal whistle blowing, I submitted my
cyber crime victim statements and complaints to HPD CID no avail.  Every submission was given a cursory look at best.  The
vast majority of my cases received no attention at all.  This was done to avoid referring any to the FBI.  HPD CID closed their
books on my cases without a single thorough investigation.  The main officer involved in the most recent scheme, Det. Thomas
Iinuma, ignored all types of evidence in my cases and even reversed HPD international jurisdiction policy to claim I was
“uncooperative” to invent a reason to blame me and avoid the need for a formal cyber crime referral to the FBI.  On October 17,
2022 Det. Iinuma closed all my cyber crime cases based on my “unwillingness to cooperate” without a single case being
resolved.  Saying I was uncooperative fits the narrative he developed to place the blame for closing all my cases on me.  

  The determination to permanently close all my cases was not based on an honest, forthright, unbiased assessment of my
cyber crime cases centered on facts, truth, and reality.  Instead, through deceit, intentional misdirection, witness intimidation,
and various tricks, tactics, and ploys to include twisting information and committing acts of omission, Det. Iinuma misled me the
entire 13 weeks we interacted.  As was the case with the officers who came before him, Det. Iinuma did nothing to resolve any
of my 30+ cyber crime case on file.  During my time with Det. Iinuma he led me on a pre-planned hamster wheel of ever-
increasing administrative tasks with most of them being impossible to resolve yet demanded, none which were true case
investigations.  As an example, Det. Iinuma considered me delivering six years of historical files from my computer technician
more relevant than investigating my active cases while I continued to receive cyber attacks.  He intimidated a Mainland whistle
blower to the point of her not being interviewed knowing her statements validated my claims and should be referred to the FBI. 
He closed my cases ignoring my appeal for sufficient time to have a new computer configured with security enhancements
before connection to my targeted business network. 

  During our interaction Det. Iinuma would not answer my repeated questions about his interaction with the FBI cyber crime
division and if he had been instructed to not investigate my cyber crime cases.  Almost two months after permanently closing my
cases, Det. Iinuma advised my computer technician, Mr. Laine Kohama owner of Gigaisland Computers in Honolulu that  his
attendance at an interview will be “part of my ongoing investigation into validating Mr. Finney’s criminal complaints”. "The FBI
and the US Homeland Security are interested in this case mainly because you were able to confirm that cyber criminals are
targeting Mr. Finney since 2016.  We need a recorded interview with you before proceeding with this case with the feds." On
12/15/22 Det. Iinuma advised my computer technician who verified numerous computer compromises that my "cases" have
been provided to federal partners who are looking forward to locating "these criminals". 
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  During our involvement Det. Iinuma told he had identified a criminal “person of interest” but never helped me, permanently
closed all my cases, and left me at the mercy of my attackers. Months later Det. Iinuma stated to a 3rd party my investigation
was ongoing. He indicated he planned to proceed with, and had provided my cases to federal law enforcement agencies. 

  I told Det. Iinuma and other HPD CID officers I’m stalked on and offline.  No one did anything to stop the crimes.  I presented
evidence to Det. Iinuma and other HPD CID officers proving my  computers are infiltrated and hacked when I take them to an
Apple Store for restoration. No one would investigate the proof I provided.  I presented evidence proving my iPhone is
compromised that HPD purposely ignored.  I told Det. Iinuma devices connected to my business network for restoration are
hacked each time they are brought online.  Det. Iinuma ignored visual and written evidence I provided.  I asked Det. Iinuma to
assist in restoring my hacked Facebook cyber crime evidence website, a task made easy by Facebook through their law
enforcement security portal.  He refused to act.  Most importantly, I told Det. Iinuma cyber criminals repeatedly disabled my
Virtual Private Network (VPN) software so my online movements can be tracked and selected actions I take blocked.  I gave
Det. Iinuma detailed examples and an email from a VPN vendor validating my software was hacked. Det. Iinuma refused to act. 

  The lack of law enforcement intervention has come at great personal and professional cost to me.  I’ve been able to stay online
only by having my hacked hardware and software repaired over and over and over again.  I’ve had to purchase increasingly
upgraded network protection expending major effort and expense.  Because of the hacking I have been unable to earn a living
since my computer-based business has been destroyed.  My family and I have stayed financially solvent by taking out four
home equity loans since the hacking started in 2016.  

 Facts proving my claims are here:

              https://bit.ly/cyberattacksupdate1           https://bit.ly/808cyberattacks

  I continue to receive cyber attacks and am stalked on and offline.   I request you consider the evidence I’ve presented and
quickly arrange the law enforcement action necessary to stop the crimes committed against me.  My most urgent needs are an
end to the VPN hacking, intrusions into my cell phone, and the stalking to the Apple Stores.   While these cyber crimes are
being acted upon, I request you consider the evidence I’ve presented and hold HPD accountable for immediately referring my
cases to the FBI as should have been done long ago.     

  Please reply today with confirmation you received this message.   Please send your point of contact to me by close of business
Monday February 13, 2023.  Thank you for your time.

Respectfully,

Ricardo Finney

https://bit.ly/cyberattacksupdate1
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RE: Unresolved Police Misconduct

hawaiiag <hawaiiag@hawaii.gov>
Fri 2/10/2023 8�25 AM

To: Joshua Nine <joshua1nine@lionofjudah808.live>

Dear Mr. Finney,
 
The Department of the Attorney General cannot give you legal nor technical advice.  If you believe a
federal crime has been committed against you, you may contact the Federal Bureau of Investigations
(808-566-4300) or the United States Attorney’s Office (808-541-2850) directly. If you believe that the
Honolulu Police Department has not handled your cases correctly, you may contact the Chief of Police,
the Police Commission, or a private attorney to look into your claims. As to your cybersecurity concerns,
again, the Department of the Attorney General cannot give you advice on those matters.   
 
Respectfully,
 
State of Hawai‘i Department of the Attorney General
Ka ʻOihana O Ka Loio Kuhina
425 Queen Street
Honolulu, Hawai‘i 96813
(808) 586-1500
 
Confidentiality Notice:  This email message (and any attachments) is for the sole use of the intended recipient(s). It may
contain confidential and/or privileged information.  It might also be protected from disclosure under the Hawai‘i Uniform
Information Practices Act (UIPA) or other laws or regulations.  Any review, use, disclosure, or distribution by unintended
recipients is prohibited.  If you are not the intended recipient, please contact the sender immediately in a separate e-mail and
destroy the original message and any copies.
 
From: joshua1nine@lionofjudah808.live <joshua1nine@lionofjudah808.live>
Sent: Thursday, February 9, 2023 10:59 AM
To: hawaiiag <hawaiiag@hawaii.gov>
Subject: Unresolved Police Misconduct
 
Name

  Ricardo Finney

Address

 
92-1206 Hookeha Place
Kapolei, HI 96707
United States
Map It

Phone

  (808) 255-9701

Email

  joshua1nine@lionofjudah808.live

What is this regarding?

  Unresolved Police Misconduct

Comments/Suggestions:

  February 9, 2023

From: Mr. Ricardo A. Finney

http://maps.google.com/maps?q=92-1206+Hookeha+Place+Kapolei%2C+HI+96707+United+States
mailto:joshua1nine@lionofjudah808.live
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92-1206 Hookeha Place
Kapolei, HI 96707
(808) 255-9701

To: Attorney General Anne E. Lopez
425 Queen Street
Honolulu, HI. 96813

Aloha,

This correspondence is from Mr. Ricardo A. Finney, a resident of Kapolei, Hawaii. I am a disabled US Air Force
veteran, a targeted federal whistle blower, and a cyber crime victim. I contact you with a request for intervention and
action in response to official misconduct and violation of my civil rights by members of the Honolulu Police Department
Criminal Investigation Division (CID) who purposely ignored, then closed 36 cyber crime victim statements/reports I
submitted since August 2016 to keep the whistle blowing matter silent and to avoid a formal cyber crime referral to the
FBI.

Based on historical inaction, I will not receive the timely action and complete relief I urgently need from HPD CID’s
harmful decisions by going to the Honolulu City Prosecutor’s Office, the HPD Police Chief, or any review agency within
HPD for help. In response to repeated nation-state level cyber attacks against me in retaliation for the federal whistle
blowing, I submitted my cyber crime victim statements and complaints to HPD CID no avail. Every submission was
given a cursory look at best. The vast majority of my cases received no attention at all. This was done to avoid
referring any to the FBI. HPD CID closed their books on my cases without a single thorough investigation. The main
officer involved in the most recent scheme, Det. Thomas Iinuma, ignored all types of evidence in my cases and even
reversed HPD international jurisdiction policy to claim I was “uncooperative” to invent a reason to blame me and avoid
the need for a formal cyber crime referral to the FBI. On October 17, 2022 Det. Iinuma closed all my cyber crime cases
based on my “unwillingness to cooperate” without a single case being resolved. Saying I was uncooperative fits the
narrative he developed to place the blame for closing all my cases on me.

The determination to permanently close all my cases was not based on an honest, forthright, unbiased assessment of
my cyber crime cases centered on facts, truth, and reality. Instead, through deceit, intentional misdirection, witness
intimidation, and various tricks, tactics, and ploys to include twisting information and committing acts of omission, Det.
Iinuma misled me the entire 13 weeks we interacted. As was the case with the officers who came before him, Det.
Iinuma did nothing to resolve any of my 30+ cyber crime case on file. During my time with Det. Iinuma he led me on a
pre-planned hamster wheel of ever-increasing administrative tasks with most of them being impossible to resolve yet
demanded, none which were true case investigations. As an example, Det. Iinuma considered me delivering six years
of historical files from my computer technician more relevant than investigating my active cases while I continued to
receive cyber attacks. He intimidated a Mainland whistle blower to the point of her not being interviewed knowing her
statements validated my claims and should be referred to the FBI. He closed my cases ignoring my appeal for
sufficient time to have a new computer configured with security enhancements before connection to my targeted
business network.

During our interaction Det. Iinuma would not answer my repeated questions about his interaction with the FBI cyber
crime division and if he had been instructed to not investigate my cyber crime cases. Almost two months after
permanently closing my cases, Det. Iinuma advised my computer technician, Mr. Laine Kohama owner of Gigaisland
Computers in Honolulu that his attendance at an interview will be “part of my ongoing investigation into validating Mr.
Finney’s criminal complaints”. "The FBI and the US Homeland Security are interested in this case mainly because you
were able to confirm that cyber criminals are targeting Mr. Finney since 2016. We need a recorded interview with you
before proceeding with this case with the feds." On 12/15/22 Det. Iinuma advised my computer technician who verified
numerous computer compromises that my "cases" have been provided to federal partners who are looking forward to
locating "these criminals".

During our involvement Det. Iinuma told he had identified a criminal “person of interest” but never helped me,
permanently closed all my cases, and left me at the mercy of my attackers. Months later Det. Iinuma stated to a 3rd
party my investigation was ongoing. He indicated he planned to proceed with, and had provided my cases to federal
law enforcement agencies.

I told Det. Iinuma and other HPD CID officers I’m stalked on and offline. No one did anything to stop the crimes. I
presented evidence to Det. Iinuma and other HPD CID officers proving my computers are infiltrated and hacked when I
take them to an Apple Store for restoration. No one would investigate the proof I provided. I presented evidence
proving my iPhone is compromised that HPD purposely ignored. I told Det. Iinuma devices connected to my business
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network for restoration are hacked each time they are brought online. Det. Iinuma ignored visual and written evidence I
provided. I asked Det. Iinuma to assist in restoring my hacked Facebook cyber crime evidence website, a task made
easy by Facebook through their law enforcement security portal. He refused to act. Most importantly, I told Det. Iinuma
cyber criminals repeatedly disabled my Virtual Private Network (VPN) software so my online movements can be
tracked and selected actions I take blocked. I gave Det. Iinuma detailed examples and an email from a VPN vendor
validating my software was hacked. Det. Iinuma refused to act.

The lack of law enforcement intervention has come at great personal and professional cost to me. I’ve been able to
stay online only by having my hacked hardware and software repaired over and over and over again. I’ve had to
purchase increasingly upgraded network protection expending major effort and expense. Because of the hacking I
have been unable to earn a living since my computer-based business has been destroyed. My family and I have
stayed financially solvent by taking out four home equity loans since the hacking started in 2016.

Facts proving my claims are here:

https://bit.ly/cyberattacksupdate1 https://bit.ly/808cyberattacks

I continue to receive cyber attacks and am stalked on and offline. I request you consider the evidence I’ve presented
and quickly arrange the law enforcement action necessary to stop the crimes committed against me. My most urgent
needs are an end to the VPN hacking, intrusions into my cell phone, and the stalking to the Apple Stores. While these
cyber crimes are being acted upon, I request you consider the evidence I’ve presented and hold HPD accountable for
immediately referring my cases to the FBI as should have been done long ago.

Please reply today with confirmation you received this message. Please send your point of contact to me by close of
business Monday February 13, 2023. Thank you for your time.

Respectfully,

Ricardo Finney

 

https://bit.ly/cyberattacksupdate1
https://bit.ly/808cyberattacks

	2 10 23 FINAL
	2 10 23 Hawaii AG reply

		2023-06-05T19:37:08-1000
	Ricardo Finney




