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{Email From Ricardo Finney 3/22/23}

Nikon <Nikon@precisionphotography.live>
Wed 3/22/2023 10�39 AM

To:casework@schatz.senate.gov <casework@schatz.senate.gov>

Aloha,

  Please confirm you received my narrative posted in your website and my narrative and attachments
forwarded via email, all sent yesterday.  

  My situation is dire.  When can I expect a reply?  Thank you for advising.

Best Regards,

Ricardo Finney
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{Email From Ricardo Finney 3 21 23}

Nikon <Nikon@precisionphotography.live>
Tue 3/21/2023 2�02 PM

To:casework@schatz.senate.gov <casework@schatz.senate.gov>
Aloha, Senator Schatz…

  I have a development that occurred today.  After not receiving a reply to my urgent email sent on 3/15/23 to FBI Special Agent
(SA) Mitchell Rubbelke of the FBI Honolulu's cyber crime division, I called the FBI Kapolei Field Office at (808) 566-4300
attempting to speak to him.  My intent was to discuss the solvent cyber crime evidence presented by my computer technician
and to schedule an interview.  Unfortunately, I was never connected to SA Rubbelke.  I instead connected with FBI Operator 2
who asked me questions to learn the nature of my call, then placed me on hold.  

  When the operator returned I was told my name and email are on file and (quote) I have your name on file. Someone will call
you back”.  I asked how soon I would be called. The operator did not answer my question but instead said (quote) “We will call
you back.”  I acknowledged the obligation made for someone will call me. I asked the operator to pass on the word that my call
is urgent. FBI Operator 2 stated "Will do" and our discussion ended.

  Over the years, each time I have called the FBI I have been told I would receive a call back.  I have never received a call back
from the FBI.  Ready to present at this time I have written and visual technical evidence of computer hacking authored by my
hired, long-term computer networking professional, Mr. Kohama.  He is prepared and willing to attest to my devices being
compromised by cyber criminals.  I made SA Rubbelke aware of Mr. Kohama’s availability in my email and asked for an
interview.  SA Rubbelke knew of Mr. Kohama’s involvement through emails sent by Det. Iinuma.  

  To date there has been no response to my email to, and no return phone call from SA Rubbelke.  Please intervene on my
behalf to have SA Rubbelke and/or the FBI to contact me on Thursday, March 23, 2023 to arrange the cyber crime interview
with Mr. Kohama and I.  Please intervene on my behalf to have the FBI to investigate and stop the cyber attacks against me. 
Please intervene on my behalf to have the FBI investigate and identify the cyber crime “person of interest” who, according to
Det. Iinuma, was close to me. My need is urgent as cyber attacks continue.

  Thank you for coming to my aid.  

Mahalo,

Ricardo Finney
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[Email From Mr. Ricardo Finney 3 20 23]

Nikon <Nikon@precisionphotography.live>
Mon 3/20/2023 6�31 AM

To:casework@schatz.senate.gov <casework@schatz.senate.gov>

6 attachments (2 MB)

Email to FBI Agent Rubbelke.3 15 23.pdf; REASONS.rtf; 1.png; 2.png; 3.png; form.jpg;

 
                                                    March 20, 2023

From:  Mr. Ricardo A. Finney
            92-1206 Hookeha Place
            Kapolei, HI. 96707
            (808) 255-9701

     To:  Senator Brian Schatz
            722 Hart Senate Building
            Washington, DC. 20510

Aloha, Senator Schatz...

  This correspondence is from Mr. Ricardo A. Finney, a resident of Kapolei, Hawaii.  This submission is a follow up to a posting I
made on 3 20 23 at your website. I’ve included attachments I was unable to send through your website. I also included a signed
copy of your privacy form.  I apologize for the poor quality of the file.  I am working under very difficult conditions.  I am a
disabled US Air Force veteran, a targeted federal whistle blower, and a cyber crime victim suffering retaliation.  I have been
victimized by official misconduct and violation of my civil rights by agents in the FBI colluding with officers from the Honolulu
Police Department Criminal Investigations Division (HPD CID) to keep cyber crimes and the whistle blowing matter silent.  I
continue to receive cyber attacks against my computers, tablets, and cell phones in retaliation for the whistle blowing.  I continue
to be stalked on and offline.  The FBI will not respond to, or act on any of the 26 IC3 cyber crime complaints I’ve submitted since
2016. 

  In my FBI IC3 complaints I have repeatedly provided evidence that would lead to the identity of the cyber criminals if
investigated.  Over the years I’ve explained in great detail down to home addresses the location of attackers.  Compromised
drives I’ve offered for forensic inspection over the years have been ignored.  My long-time computer technician provided written
and visual validation his examinations found my computers have been hacked and he will attest to this fact.  The FBI will not
answer my email or respond to my interview request in an attempt to keep the cyber crime attacks, IC3 reports, and federal
whistle blowing matters silent and hidden.  I have letters and emails I’ve sent dating back years with not one reply.

  On 3/15/23 I contacted Special Agent Rubbelke at the FBI’s Kapolei Field Office requesting an interview with my computer
technician and I.  Special Agent (SA) Rubbelke will not answer my communication.  Preceding my email to SA Rubbelke, HPD
CID Officer Iinuma addressed convening a January 2023 meeting to interview my computer technician under the pretense of
“investigating cyber crimes committed against Mr. Finney.  What Officer Iinuma didn’t address openly was that he had refused to
act on cyber attacks against me, failed to take any investigative action with even one of the 36 cyber crime cases I filed from
2016 through 2022, refused my repeated requests to refer my cases to the FBI, unjustifiably closed my files permanently last
October falsely claiming I was “uncooperative”, then ceased communicating with me.  

  Approximately two months later Det. Iinuma addressed my cases to Mr. Kohama as if they were still active and explained
(quote) “The FBI and the US Homeland Security are interested in this case mainly because you were able to confirm that cyber
criminals are targeting Mr. Finney since 2016.” After notifying Mr. Kohama that my cases were still being investigated Det.
Iinuma denied Mr. Kohama’s query asking for me, the victim, to attend the planned interview.  The rejection kept my October
2022 removal status hidden.  

  When he made his 12/2022 statements about investigating my cases Det. Iinuma knew he had already closed them
permanently constantly ignoring my repeated requests to formally refer my cases to the FBI.  Det. Iinuma’s conflicting actions
bear witness to the misrepresentation that occurred.  In response I asked Mr. Kohama to decline so he and I could interact later
with honest agents.  I attached a copy of my justification for declining.  Det. Iinuma conveniently used the canceled interview as
cover to continue to hide his past actions against me.  

  Regardless of Det. Iinuma’s ill intent and the resulting interview cancellation, Mr. 
Kohama’s cyber attack evidence letters and images prove my devices and software have been hacked/compromised by cyber
criminals and validates a cyber crime investigation.  

  Evidence proving what I state is here:
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  Overall, the years of cyber attacks I continue to receive have come at great personal and professional cost to me.  The cyber
criminals destroyed my computer-based commercial photography business and my wife’s online cosmetic supply standup years
ago.  They continue to block my Virtual Privacy Network (VPN) software to facilitate illegal surveillance.  Since the connectivity
and communication problems were resolved but keeps resurfacing and I am targeted I suspect what is happening to cause the
issues is deliberate.  The intent is to prevent me from communicating in private with certain agencies as I seek help to stop the
targeting.  The cyber criminals have blocked me from buying and selling on platforms eBay and craigslist.com.  These actions
stop me from generating income.  We have stayed financially solvent by taking out four home equity loans since the hacking
started.  I’ve been able to stay online only by having my hacked computers repaired over and over and over again and by
purchasing upgraded network protection at major effort and expense. 

  Cyber criminals selectively block emails I try to send to the media, cyber security agencies, and other support organizations.  I
recently contacted a reporter from the Hawaii Civil Beat online news agency.  Immediately my Protonmail email address
planned for communication with the reporter was hacked and disabled.  The attacks, illegal on and offline surveillance, and the
cell phone wiretapping has gone on for nearly seven years with nothing lawfully done to stop it.  In the interim I have incurred
millions of dollars in personal and professional losses and more importantly, time lost I will never regain.  The cyber criminals
are trying to erase my online presence so the corruption does not get exposed. The FBI is allowing the cyber attacks to occur.

  FBI Special Agent Rubbelke ignores my cyber crime complaints and history.  The FBI has been, and continues to ignore my
cyber crime complaints and history.  Senator Schatz, I contact you with a request to investigate my claims and the actions of the
FBI in respect to my appeals for help and protection.  I ask for your intervention to hold the FBI accountable for quickly
protecting me from the incessant cyber attacks I receive and for locating those responsible for the cyber crimes.   I ask that you
hold the FBI accountable for answering my 26 FBI IC3 complaints submitted from 2016 through today.  I attached a copy of my
submission just posted at the FBI’s cyber crime website. To meet your 1MB attachment size limit I had to section the report into
3 pages, titled 1.png, 2 png., and 3.png.  

  Mr. Kohama’s evidence validates my devices and software have been hacked/compromised by cyber criminals. Per Det.
Iinuma, a cyber crime “ a person of interest” exists and is believed to be “someone I know and trust”.  Other than to be evasive,
there is no reason for the FBI to deny what I’ve presented here for review, investigation and action.

  From illegal cell phone wiretapping, to email infiltration, to computer destruction, my right to privacy, free speech, and to earn a
living continues to be violated.  As a supporter of Kapuna, please help me and my family now.  My need is dire and extremely
urgent.  Every day that goes by with no law enforcement against the cyber criminals is damaging to me.  I authorize you to act in
my name per the privacy form you have on file signed by my wife Clara Finney and I dated August 11, 2020.  If a new form is
needed please have it sent to me immediately.  Thank you for your time, Senator.  Standing by for your contact and assistance.  

Live Well, 
                                                                                                                                                                          Ricardo Finney 
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