
Question To Ask The FBI

-  Since 2016 Mr. Finney has submitted over 30 FBI IC3 cyber crime complaints 
and  letters to the Chief Operating Office at the FBI Hawaii field office and the 
Department of Justice seeking law enforcement intervention to stop 
sophisticated, daily cyber attacks.  Evidence provided includes forensic, audio, 
video, and written evidence along with testimonies from witnesses who validated 
Mr. Finney’s cyber crime claims.  Among numerous interviews, Mr. Finney was 
seen by agents in California and Hawaii and most recently sent emails asking for 
intervention to a Hawaii-based FBI agent who continues to ignore him.  In seven 
years not one reply has been sent or a phone call returned by anyone at the FBI 
at any level.     

-  The FBI has been, and continues to allow the cyber attacks made against Mr. 
Finney to continue uninterrupted ignoring the forensic, audio, video, and written 
documentation he has presented along with written testimony from computer 
engineers validating his devices have been compromised again and again.    

***********************************  

FBI Reasoning:  The FBI's lack of action in coordination with HPD has a purpose.  
Investigating cyber crimes committed against me ultimately uncovers facts 
surrounding the whistle blowing.  All those who are complicit are counting on the 
hackers to attack successfully and take me offline permanently, or continue 
attacking until I can no longer afford the high costs for specialized online security 
and my connectivity is blocked. 

Question:  With the mountain of cyber crime evidence presented over such a 
long period delivered to you by Mr. Finney, why have the cyber attacks against 
him and his family been allowed to continue without investigations being 
conducted?


