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On May 5th, 2024, Fox TV and radio show host Shawn Hannity was talking to South Dakota Governor Kristi Noem. 
Discussing perceptions. status, and honor, Shawn elaborated on how little he cared what people thought of him as he 
was going to do what was right. I immediately though of what the weaponized, corrupt cabal thinks of me. The 
interaction in the attached emails that follow clearly sums it up.

Chillingly, what was said to me at a December 2021 meeting by a member of law enforcement who took an oath to 
serve and protect was as much a wish as it was hyperbole.  Later, prayer revealed I sat across from a demon.  Thus I 
know my fight and the weapons to use as described in the Bible in Ephesians Chapter 6. verses 10 to 20.  

                                               God Almighty, The Lion Of Judah remains on His Throne.
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Response Requested/Ricardo Finney Sends 

Raineer 44 <raineer44@lionofjudahBOB. live> 
Wed l2/29/202 1 8:34 AM 

To: amaddock@honolulu.goY <amaddock@honolulu.gav> 

Al oha, Captain M addock ... 

To date, I have not received the return phone call concerning my case as you promised at the 
conclusion of our meeting on 12/ 17/21. At this point nearly two weeks later I can only conclude there is 
no intent to call me back. The choice to do so is very dishea rtening, but even more so is your conclusion 
that the online harrassment, sophisticated cyber attacks, and illegal cellphone wiretapping I've 
refe rence d is not factual but instead I am paranoid. Wh ile it is a convenient narrative to claim I am 
paranoid and discount alii have presented, with all due respect sir, as a police officer your assessment of 
my mental state ca nnot be quali fied as certain . However, w hat is certain are the fa cts involved with my 
case which I have presented that, for whatever reason, are being ignored . 

At th e end of our meeting I provided an evidence website I had built at https://bit.ly/380Qug8. It 
shows: 

- video evidence revealing my cellphone being operated remotely 
- forensic evidence proving my cell phone wa5 compromised 
- audio evidence proving my voice calls were intercepted and scrambled to pre'Jent clarity and 
understanding 
- proof I was stalked and received cyber attacks while receiving service at the Kahala Mall Apple Store 
- proof my keyboard encryption program has been compromised and rendered unsecured 
- an example of a malicious file (AGClnvokerUti lity.exe) installed in my computer for "backdoor" entry 

that disabled my computer 
- proof I received (and continue to receive) Man-In-The-Middle attacks allowing my emails to be read 
- proof my router was reconfigured to block my iPad from connecting 

In my many pol ice statement filed in 2021 culminating in my submission on 11/30/21, I presented 
visual evidence proving my PC had been accessed maliciously during its first startup with a new 
operating system. I provided irrefutable evidence cyber criminals breached and compromised my email 
account. I offered saved audio to prove my phone conversation with a Hawaii state office was illegally 
intercepted and scrambled. I gave contact information for a witness that validated a UPS shipment 
containing cyber crime evidence I sent to the Epoch Time newspaper was intercepted and stolen to 
prevent receipt. I provided information to trace and locate the cyber criminal who stole my shipp ing 
credentials and harassed me online by using my information to make illegal shipments in my name. 
These facts cannot reasonably be denied, yet all were found irrelevant. 

My request to examine the USB thumb drive I submitted that triggers a scan warning and has the 
source of compute r infection was denied. My request to visually examine a compromised PC that 
replicates the malicious process used to infect my other devices was denied, along with ignoring the 
resulting fi nancial losses. My request to examine a laptop that upon examination revealed numerous 
malicious rootkits had been installed was denied. 

You questioned why such an investment of time and resources would be expended to keep me offl ine 
and silent. As one of four targeted whistl e blowers who were involved in expo<.ing years of abuse of a 
US Army officer whose family had a presidential inquiry stifl ed, and whose son and brother ultimately 
died under mysterious circumstances, those involved in the crimes certainly want all concerned 
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silenced. Dr. Harrell knows the circumstances with her brother intimately. She will validate what the 
cyber criminals want to stay hidden and vouch for why I am stalked and attacked so incessantly. 

Since my visit with you I secured the services of efani.com, a firm that provides secure cell phone SIM 
cards for protection. For the past four days I have had an iPhone 7 in operation on the efan i.com 
network. After making initial email and text connections to a local contact and a Mainland forensics firm 
seeking help, I no longer receive communication from either party. Our communication is blocked. This 
has happened repeatedly as I indicated in my 11/30/21 HPD statement. 

My request to examine my compromised cell phone wa s denied. Now the criminal evidence inside that 
cell phone cannot be revealed. I woke up today to find that sometime during the night cyber criminals 
changed the passcode to enter my daily use iPhone lO/Xs on the Verizon network from a combination of 
seven alpha characters and digits I had set, to a requirement for six digits to be entered which I do not 
know, thus rendering my phone inaccessible. It is not mere coincidence that the day after I contact a 
forensics firm about examining my iPhone the passcode for the phone changes overnight locking me out 
of the device. I don't know how I'm going to restore my cell phone communication as I do not have a 
secure computer I can use to wipe my phone and resume using it. 

You questioned why haven't those who are involved in the criminal act haven't killed me. As much as 
possible, the criminals want as little attention as possible focused on me. Is it not the case that were I 
murdered, wouldn't the first question asked by investigators be who would want me dead? My family 
and others know about the whistle blowing and the desire to keep all hidden. That having been said, I 
am more concerned for my safety now than I have been at any point during this 5+ year nightmare. 

I ask that you assess the totality of the circumstances involved in my case, reconsider your position, 
and intervene today. It is not just me. My wife and granddaughter have been victimized too. If you will 
not reconsider, please advise today. I am contacting you from an encrypted email source. Please reply 
first with an email containing the word "Reply". Once I respond to your email our encrypted loop is 
closed. Then please send your decision in the second email. Thank you for your time@ 

Mahalo, 

Ricardo Finney 
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1/3012022 

RE: Response Requested/Ricardo Finney Sends 

Maddock. Andrew R. <amaddock@honolulu.gov> 
Men 1/3/lD22 8::l1 AM 

To; Ralo~r 44 <lalOetr44@t,ooo~udilh808.Jiw" 

I 1 iJtw(hment~; (!*i5 KB) 

21·S04sndooc; 

Mail - Raineer 44 - O\Jtlook 

This mes.~ilge'5 2ruchments contains at I €~ st one web link. ntiS 1£ often used lor phisr.Jng IIttempts, Please only interact with this attachl1l€nt if you know its source and that the content IS safe. If 

in doubt, confirm the legitimacy wnh the sender by pncrw. 

Hi Ricardo, 

I have reviewed the material in your reports and On your website. I still do not see <lny sign of actual hacking. The things that you are reporting appea r to be normal computer 
issues or spoofing by scam callers. ! have outlined a few of these in the attached Word document. 

Lieutenant Andrew Maddock 
Honolulu Police Department 
Criminal Investigations 
Cyber Crimes, Digital Computer Forensics ilnd Crime Analysis 
808-72~-3586 

From: Raineer 44 <: raineer44@lionofjudah 808.hve> 
Sent: Wednesday, December 29, 20214:39 PM 
To: Maddock, And rew R. <amaddock@honoluJu.gov:. 
Subject: Re: Response Requested/Ricardo Finney Sends 

Aloha, Lt. Maddock ... 

Thank you for replying. Their appears to be a mistake with the link name. The site is active. 

hllll>1Ll>i1Jv.illQQ.Uga 

I will be off-island from 1/06/22 - 1/20/ 22 attending my grandaughter's christening and birthday. 

https:/Iouttook.office.comimaiUid/AAOkAGFkM2ZjOWMOlWEzYjOtNDhINy1hNDczlThhMGVhNTE2YjVmYgAOAOZdWleHMzRAlbfu7lN7p1w%3D 1/3 
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This message's attachments contains at least one web link. This is often used for phishing attempts. Please only interact with this attachment if you know its source and that the content is safe. If in doubt, confirm the legitimacy with the sender by phone.

RE: Response Requested/Ricardo Finney Sends

Maddock, Andrew R. <amaddock@honolulu.gov>
Mon 1/3/2022 8:31 AM

To: Raineer 44 <raineer44@lionofjudah808.live>

1 attachments (965 KB)

21-504872.docx;

Hi Ricardo,

I have reviewed the material in your reports and on your website. I s�ll do not see any sign of actual hacking. The things that you are repor�ng appear to be normal computer issues or spoofing by scam callers. I have outlined a few of these in the a�ached Word document.

Lieutenant Andrew Maddock

Honolulu Police Department

Criminal Inves�ga�ons

Cyber Crimes, Digital Computer Forensics and Crime Analysis

808-723-3586

From: Raineer 44 <raineer44@liono�udah808.live>

Sent: Wednesday, December 29, 2021 4:39 PM

To: Maddock, Andrew R. <amaddock@honolulu.gov>

Subject: Re: Response Requested/Ricardo Finney Sends

CAUTION:   Email received from an EXTERNAL sender.   Please confirm the content is safe prior to opening a�achments or links.

Aloha, Lt. Maddock...

  Thank you for replying.  Their appears to be a mistake with the link name.  The site is ac�ve. 
h�ps://bit.ly/380QUg8

  I will be off-island from 1/06/22 - 1/20/22 a�ending my grandaughter's christening and birthday.  

From: Maddock, Andrew R. <amaddock@honolulu.gov>

Sent: Wednesday, December 29, 2021 1:47 PM

To: Raineer 44 <raineer44@liono�udah808.live>

Subject: RE: Response Requested/Ricardo Finney Sends

Hi Ricardo,

I haven’t had a chance to finish reading all of the reports that you submi�ed. Once I finish I will give you a call. The link to your website: h�ps://bit.ly/380Qug8 does not appear to be ac�ve.

Lieutenant Andrew Maddock

Honolulu Police Department

Criminal Inves�ga�ons

Cyber Crimes, Digital Computer Forensics and Crime Analysis

808-723-3586

From: Raineer 44 <raineer44@liono�udah808.live>

Sent: Wednesday, December 29, 2021 8:34 AM

To: Maddock, Andrew R. <amaddock@honolulu.gov>

Subject: Response Requested/Ricardo Finney Sends

CAUTION:   Email received from an EXTERNAL sender.   Please confirm the content is safe prior to opening a�achments or links.

Aloha, Captain Maddock...

  To date, I have not received the return phone call concerning my case as you promised at the conclusion of our mee�ng on 12/17/21.  At this point nearly two weeks later I can only conclude there is no intent to call me back.  The choice to do so is very disheartening, but even more so is your
conclusion that the online harrassment, sophis�cated cyber a�acks, and illegal cellphone wiretapping I've referenced is not factual but instead I am paranoid.   While it is a convenient narra�ve to claim I am paranoid and discount all I have presented, with all due respect sir, as a police officer your
assessment of my mental state cannot be qualified as certain.  However, what is certain are the facts involved with my case which I have presented that, for whatever reason, are being ignored.  

  At the end of our mee�ng I provided an evidence website I had built at h�ps://bit.ly/380Qug8.  It shows:

 - video evidence revealing my cellphone being operated remotely
 - forensic evidence proving my cellphone was compromised
 - audio evidence proving my voice calls were intercepted and scrambled to prevent clarity and understanding
 - proof I was stalked and received cyber a�acks while receiving service at the Kahala Mall Apple Store
 - proof my keyboard encryp�on program has been compromised and rendered unsecured
 - an example of a malicious file (AGCInvokerU�lity.exe) installed in my computer for "backdoor" entry that disabled my computer
 - proof I received (and con�nue to receive) Man-In-The-Middle a�acks allowing my emails to be read
 - proof my router was reconfigured to block my iPad from connec�ng

  In my many police statement filed in 2021 culmina�ng in my submission on 11/30/21, I presented visual evidence proving my PC had been accessed maliciously during its first startup with a new opera�ng system.  I provided irrefutable evidence cyber criminals breached and compromised my
email account.  I offered saved audio to prove my phone conversa�on with a Hawaii state office was illegally intercepted and scrambled.  I gave contact informa�on for a witness that validated a UPS shipment containing cyber crime evidence I sent to the Epoch Time newspaper was intercepted
and stolen to prevent receipt.  I provided informa�on to trace and locate the cyber criminal who stole my shipping creden�als and harassed me online by using my informa�on to make illegal shipments in my name.  These facts cannot reasonably be denied, yet all were found irrelevant.  

Firefox https://outlook.office.com/mail/sentitems/id/AAQkAGFkM2ZjOWM0...
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According to Lt. Maddock, there is nothing abnormal in any of the files or folders at - https://bit.ly/380QUg8  
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"I have reviewed the material in your reports and on your website I still do not see any sign of actual hacking.  The things that you are reporting  appear to be normal computer issues or spoofing by scam callers". 
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          According to Lt. Maddock at our meeting , I was paranoid and imagining compromises           occurred instead of the malicious events I reported being actual hacking events.
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