On 8/19/24 1 contacted Hawaii State Republican Representatives Diamond Garcia and Elijah Pierick with a request to
send a letter to the FBI questioning why the illegal on and offline surveillance, phone, email, text, and fax blocking,
unauthorized cellphone wiretapping, identity theft, extortion attempts, and sophisticated cyber attacks against me are
ignored and allowed to continue.

Although a delivery receipt was generated, neither representative received my email. This communication is one of
nearly 400 emails, texts, faxes, and phone calls blocked by cyber criminals known and sanctioned by the DOJ/FBI/
Politician-led cabal. They block all my messages attempting to keep their corruption hidden and silent.

Digitally signed by Ricardo Finney

DN: cn=Ricardo Finney, o=Precision
Photography Hawaii, ou,
email=joshualnine@lionofjudah808.live,
c=US

Date: 2024.09.10 11:27:44 -10'00'
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Re: Corrupt, Weaponized DOJ/FBI/Others Silencing Federal Whistleblower

Joshua Nine <joshualnine@lionofjudah808.live>
Mon 8/19/2024 9:50 AM

To:repgarcia@capitol.hawaii.gov <repgarcia@capitol.hawaii.gov>
Ccreppierick@capitol.hawaii.gov <reppierick@capitol.hawaii.gov>;Raineer 44 <raineer44@lionofjudah808.live>

) 4 attachments (207 KB)
1.png; 2.png; 3.png; 4.png;

Hello, Representative Garcia...

In response to my attached email and phone calls last week, Representative Pierick met with me last
Thursday. Based on my residence in, and your representation of Kapolei, | think it's appropriate if | liaison
with you.

1. | attached a copy of a cyber crime complaint | sent to the FBI on 8/15/24 addressing a litany of cyber
crimes attacks | have, and continue to receive. | have not received a reply nor do | expect to.

In response to the FBI's lack of intervention, | respectfully request the federal government agency be
guestioned via a joint letter from you and your collegues questioning why the illegal on and offline
surveillance, phone, email, text, and fax blocking, unauthorized cellphone wiretapping, identity theft,

extortion attempts, and sophisticated cyber attacks against me are ignored and allowed to continue.

The facts reveal blatant violations of my 1st and 4th Amendment rights. If you desire to meet | am
available anytime. Please advise. Thank you for your time and assistance@

Aloha,

Ricardo

From: Joshua Nine <joshualnine@lionofjudah808.live>

Sent: Thursday, August 15, 2024 3:34 PM

To: reppierick@capital.hawaii.gov <reppierick@capital.hawaii.gov>

Cc: Raineer 44 <raineer44@lionofjudah808.live>

Subject: Fw: Corrupt, Weaponized DOJ/FBI/Others Silencing Federal Whistleblower

Aloha, Representative Pierick...

Thank you for your time today, the kindness you offered, and for the gift blessing. | am grateful for the
attention given to my issues and for your support. Tomorrow early a.m. please forward this email to
freedom@charliekirk.com. To verify interference does not occur, please request receipt confirmation and

advise when you receive Charlie's response.

Please confirm you received this email. A second email follows from my onmail.com address. Again, thank
you.
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God Bless,

Ricardo

From: Joshua Nine

Sent: Thursday, May 30, 2024 9:13 AM

To: freedom@charliekirk.com <freedom@charliekirk.com>

Subject: Corrupt, Weaponized DOJ/FBI/Others Silencing Federal Whistleblower

From: Mr. Ricardo A. Finney
92-1206 Hookeha Place
Kapolei, HI 96707
(808) 255-9701
joshualnine@lionofjudah808.live
X phillip_aeros
TruthSocial Ricard0_Finney136

Aloha,

This message is from Ricardo A. Finney, a disabled veteran, Christian, federal whistleblower, and cyber
crime victim. My family and | have been brutalized by the weaponized, corrupt DOJ, FBI, and other federal
agencies, all colluding with the lowest to the highest levels of Blue State government in Hawaii and D.C.
against my family and I. I'm caught in the cover-up of an United States Army officer's abuse, disappearance,
and mysterious death, and the illegal on and offline surveillance, phone wiretapping, and nation-state level
cyber attacks and deceit I've receive since July 2016.

| urgently need honest law enforcement intervention, legal representation, and media exposure in
response to my federal civil rights being repeatedly violated by the cabal. None of the corrupt players want
known what has been done to me and 4 other federal whistleblowers on the US Mainland.

Irrefutable, unarguable evidence of what | claim is here:

https://www.hiddenfederalwhistleblower.com
https://bit.ly/7yearsofdeceit
https://bit.ly/cyberattacksupdate2
https://bit.ly/3LEINLX

In X username: phillip_aeros (please read the files)

| attached 6 screen shots that provide additional evidence to support my claim:

#1: Evidence website

#2: Attorney Alina Habba Impersonator and  extortionist
#3: Radio Host Dennis Prager Impersonator

#4: Blocked email to House Judiciary Committee

#5: Memo For Record detailing cyber attacks and more
#6: One of my 28 FBI IC3 cyber crime reports

For nearly 8 years the FBI refused to investigate even 1 of the 28 FBI IC3 cyber crime cases | filed at field
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offices in Hawaii and California, and would not meet or even reply to my letters and online correspondence.
My cases were filed in response to nation-state level cyber attacks | received from sources known by the FBI
and others while | kept recovering through expensive repairs (that continue). From 2016 through 2022 the
Honolulu Police Department (HPD) accepted 36 cyber crime reports | filed, then faked investigations or did
nothing at all, then hid their intentional negligence through trickery, acts of omission, and deceit. Colluding
with the FBI, Secret Service, and Homeland Defense cybercrime agents, HPD permanently closed all my
cases twice determining me to be "uncooperative".

In tandem with their cyber attacks, the evil cabal destroyed my small business, have cost me hundreds of
thousands of dollars in computer repair and equipment replacement purchases, cyber security fees, and
other losses related to their 24/7 cyber attacks.

Cyber criminals known by the conspirators intercepted and stole crime evidence | sent three times via USPS
Registered Mail and FedEx to the House Oversight Committee and the Republican National Committee.

They intercepted and stole two crime evidence parcels | sent via UPS and USPS Registered Mail to the Epoch
Times News service in California and New York service. They block emails and fax transmissions | attempt to
send to whistleblower support agencies. My phones are wiretapped and they block selected calls, texts, and
faxes | attempt to send. They jam hotspots | try to use or hack and disable computers and tablets | connect.

Cyber criminals known by the DOJ, FBI, and others impersonated the identities of Attorney Alina Habba and
radio host Dennis Prager in an cruel attempt to extort money from me. It is useless to report the crimes to
anyone in authority here as they will do nothing to prevent self-incrimination.

No local, state, or federal/D.C. Democrat politician, agent, or officer will intervene. Because of Democrat
politics here no attorney here will help me. Cyber attacks block me from contacting lawyer resources
outside Hawaii. Cyber criminals sanctioned and known by the DOJ, FBI, and those complicit attack my
computer devices and monitor and control my cellphones constantly. They block my emails trying to keep
me silent. They are truly demonic.

They would not be fighting so hard to silence me if what | say were not true. No one expected for me to
still be relevant today.

Please help me. Get my federal crime evidence to Senator Jim Jordan at the House Oversight Committee
investigating weaponization of the DOJ and FBI, Co-Chair Lara Trump at the Republican National Committee,
Shawn Hannity at Fox, and to attorneys at the American Center for Law and Justice or the Institute For
Justice to begin. I'm praying for high-level intervention and viral media exposure to expose the corruption. |
urgently need honest law enforcement to stop the cyber attacks and help me get back online securely. |
need a federal civil rights attorney.

Otherwise at this time | can only communicate in TruthSocial username RicardO_Finney136. Please direct
message me. They have blocked all my other communication off-island for now. | am also on X username
phillip_aeros, however | receive indications my connection is being redirected and blocked. Regardless, in
addition to my evidence web sites, please read my attachments in X and TruthSocial for proof my claims are
true.

Please reply to my email address joshualnine@lionofjudah808.live If your email bounces it's because of

their cyber attack. If you call my cellphone at (808) 255-9701 and get voice mail or a busy signal but don't
get me directly they are blocking it. Both acts violate my 1st Amendment freedom of speech rights.
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Please investigate. Please give my circumstances maximum media exposure. | am available anytime day or
night for an interview. Thank you for your valuable time. God bless@

Live Well,

Ricardo Finney
Kapolei, Hawaii
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o FEDERAL BUREAU OF INVESTIGATION

Victim Information

MName:

Are you reporting on
behalf of a business?
Business Mame:

Is the incident
currently impacting
business operations?
Age:

Is the victim aged 17
or under?

Address:

Address (continued):
Suite/Apt./Mail Stop:
City:

County:

Country:

State:

Zip Code/Route:
Phone Number:
Email Address:
Business [T POC, if
applicable:

Other Business POC,
if applicable;

Description of
Incident

Ricardo Finney
Yes

Precision Photography Hawaii LLC
Yes

02-1206 Hookeha Place

Kapolei

Honolulu

United States of America
Hawail

96707

8082559701

raineerdd @lionofjudah808.live

Provide a description of the incident and how you were victimized.
Provide information not captured elsewhere in this complaint form.

| continue to receive sophisticated cyber attacks against my business
network with no FBI law enforcement action taken to stop the
criminals. My 1st and 4th Amendment rights to free speech and
privacy continue to be violated by the constant cyber attacks. | have
documented evidence supporting each of these crime incidents:

- Currently cyber criminals shadow ban/block me from communicating
and interacting on X and TruthSocial where they have erased my

https:/complant1e3 gon?
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username, Ricard0_Finney136, from web searches.
This is done to prevent me from publicly exposing crimes. They
illegally access my devices through my Spectrum business networl.

- Currently cyber ciminals immediately erase uploads | attempt to
post on YouTube, Quora, and Reddit. This is done to prevent me from
publicly exposing crimes, They illegally access my devices through my
Hawaiian Telecom enterfainment account.

- Currently, cyber criminals have modified my firewall security
certificate and removed its protection within my network to allow
malicious redirects.

- Currently cyber criminals redirect my attempts to log into my paid
subscription at the secure website https://www.pragertopia.com. The
criminals route me from the https site to their pirated http clone site.
This is done to prevent me from communicating with Mr. Prager. My
claim can be proven by contacting Mr. Prager who will validate he has
not received my online communication attempts.

- Currently, my pirated security certificate appears as valid to
authenticate secure logins to Amazon. My security certificate cannot
validate secure connections to Amazon which has its own security
certificate as do all large businesses.

- Currently cyber criminals block my attempts to secure legal
assistance from civil rights attorney Leo Terrell through his website
https://www.leoterrell.com. This is done to prevent me from exposing
crimes. My claim can be proven by contacting Attorney Terrell who will
validate he has not received any online communication from me

- Cyber criminals continue to illegally access my cell phones and those
of my family acting to block or disable them while listen and viewing
my activities.

- Cyber criminals continue to intercept and block emails, texts, faxes,
and calls I try to make to media and advocates. | have made over 350
attempts to reach various addresses with zero responses,

- Cyber criminals continue to block my online and phone attempts to
secure legal representation.

- The identities of Attorney Alina Habba and radio host Dennis Prager
were stolen by cyber criminals and used in online extortion attempts
against me.
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- 1 am stalked at all Apple Stores in Honolulu where my computers are
infiltrated through the store's Wi-Fi network and infected.

- Cyber criminals accessed my iMac computer and disabled the video
camera to prevent me from using social media visually.

This is my 31st cyber crime complaint submitted to the FBI since 2016
In every complaint | asked for law enforcement action to stop the
cyber attacks. There has been zero law enforcement action. Again | ask
for immediate FBI intervention to stop the crimes committed against
me.

Mr. Laine Kohama, owner Gigaisland Computers 808 673-4749

Other Information

If an email was used in this incident, please provide a copy of the entire
email including full email headers.

[Mo response provided]
Are there any other witnesses or victims to this incident?
[Mo response provided]

If you have reported this incident to other law enforcement or government
agencies, please provide the name, phone number, email, date reported,
report number, etc.

[Mo response provided]

Check here if this an update to a previously filed complaint:

Who Filed the Complaint

Were you the victim in the incident described above? Yes
Mame:

Business Mame:

Phone Mumber:

Email Address:

Digital Signature

By digitally signing this document, | affirm that the information |
provided is true and accurate to the best of my knowledge. | understand
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that providing false information could make me subject to fine,
imprisonment, or both. (Title 18, U.5.Code, Section 1001)

Digital Signature: Ricardo A, Finney
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Relayed: Corrupt, Weaponized DOJ/FBI/Others Silencing Federal Whistleblower

Mail Delivery System <MAILER-DAEMON@outbound10-encrypted-mta.paubox.com>
Mon 8/19/2024 9:52 AM

To:repgarcia@capitol.hawaii.gov <repgarcia@capitol.hawaii.gov>;reppierick@capitol.hawaii.gov <reppierick@capitol.hawaii.gov>

@ 1 attachments (22 KB)

Message Headers;

This is the mail system at host outbound10-encrypted-mta.paubox.com.
Your message was successfully delivered to the destination(s)

listed below. If the message was delivered to mailbox you will

receive no further notifications. Otherwise you may still receive
notifications of mail delivery errors from other systems.

The mail system

<repgarcia@capitol.hawaii.gov>: delivery via pbrouter: delivered via pbrouter
service

<reppierick@capitol.nawaii.gov>: delivery via pbrouter: delivered via pbrouter
service
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